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Use of BEC Fiber for Business and related services (Services) is subject to the following 
Acceptable Use Policy (AUP). Terms used but not defined in this AUP will have their meaning as 
set forth in the BEC Fiber Terms of Service. In addition to complying with the BEC Fiber Terms 
of Service, you agree not to use or allow third parties (including end users) to use the Services 
provided to you for any of the following purposes: 
 

• To use any BEC Fiber equipment for anything other than its intended purpose. 
• To violate or encourage the violation of the legal rights of others (for example, this may 

include allowing end users to infringe or misappropriate the intellectual property rights of 
others in violation of the Digital Millennium Copyright Act). 

• To engage in, promote or encourage illegal activity. 
• For any unlawful, invasive, infringing, defamatory, or fraudulent purpose. 
• To intentionally distribute viruses, worms, Trojan horses, corrupted files, hoaxes, or other 

items of a destructive or deceptive nature. 
• To generate or facilitate sending unsolicited commercial email (e.g. spam) via the Services, 

or to collect responses from such unsolicited commercial email. 
• To collect email addresses or other user information without prior consent. 
• To make the Services available to anyone outside the premises to which the Services are 

delivered. This limitation does not prohibit you from offering Internet service to your 
customers and other authorized users on your premises (for example, via Wi-Fi), subject 
to this AUP and the BEC Terms of Service. 

• To resell the Services, either directly or indirectly, outside of your premises.  
• To create substitute or related services through the use of or access to the Services (for 

example, to use the Services to provide web hosting services to third parties). 
• To interfere with the use of the Services, or the equipment used to provide the Services, by 

customers or other authorized users. 
• To alter, disable, interfere with, or circumvent any aspect of the Services, including but not 

limited to security features of the Services. 
• To test or reverse-engineer the Services in order to find limitations or vulnerabilities. 
• To use the Services in a manner that may disrupt or harm other computer networking or 

telecommunications services to any user, host or network, such as by participating in a 
denial-of-service attack. 

 
Your failure to comply with the AUP may result in suspension and/or termination of the 
Services. 

 
Service not available in all areas. 


